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Leap wireless sensor gateways leverage the power of existing local area networks and the internet.
The internet connection allows users to connect to the Leap software with any web-connected device (and their user password). The internet connection also allows for text, email, and telephone alerts when sensor alarm thresholds are exceeded.

Prior to receiving your Leap wireless sensor system, check the configuration of your local area network so that the Leap system connects properly when it arrives.

1. If you are using the software on the gateway (and not the cloud software), skip to step 2.
1.1.   If you are using the cloud software, ask your IT department to open UDP Port 5783 for Session traffic. This will allow the gateway and the cloud software to have the needed 2-data communication. If this port is already open, then there is nothing to do.

2. Ask your IT department: Does your network use DHCP to assign IP address – or does your IT department require static IP addresses be assigned by the IT department?
2.1. If DHCP is used, then your Leap gateway will automatically connect to your network when it arrives.  There is nothing for you to do.
2.2. If a Static IP address is required, then ask your IT department to assign a static IP address for each Leap Gateway that you ordered (one IP address per gateway).
2.2.1.  Email your Phase IV Engineering application sales engineer with the static IP address so we can pre-configure your gateway to work when it arrives.

Once the IP address is configured and Port 5783 is open, the Leap system should be up and running in less than 5 minutes after it arrives.
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